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Joint Optimization of Emergency and Periodic
Message Transmissions in Vehicular Networks

Jaeyoung Choi and Yung Yi†

Abstract—There are two broad safety related message cate-
gories in vehicular networks: emergency and periodic messages
that should share the scarce wireless resource simultaneously.
Emergency messages deliver time-critical information with guar-
anteed reliability, e.g., road-safety information, whereas periodic
ones convey normal status update information, e.g., vehicular
positions, that is less time- and loss-critical. Recent studies on effi-
cient Medium Access Controls (MACs) under these requirements
propose to use the IEEE 802.11e Enhanced Distributed Channel
Access (EDCA) protocol with a strict priority. In this paper, we
first model this protocol by a coupled embedded markov chain,
and consider an optimization problem that requires to jointly
characterize delivery probability and delay of those two types
of messages. Our characterization of delivery probability and
delay using the modeled embedded Markov chain enables one
to easily find the right protocol parameters that satisfy given
requirements of emergent and periodic messages, providing a
useful engineering value in running the MAC protocol over
vehicular networks. We conduct extensive simulations to validate
our analytical findings, which we believe is of broad interest
to an environment consisting of emergent and periodic message
transmissions such as tactical networks with drones.

I. INTRODUCTION

Vehicular Ad-hoc Networks (VANETs) are experiencing
a rapid development in recent years due to an increasing
demand for the road safety and entertainment service in
personal/public vehicles. In the Intelligent Transport System
(ITS), a Dedicated Short-Range Communication (DSRC) is a
set of protocols and standards on one-way or two-way short to
medium range wireless communications specifically designed
for automotive use [1], designed to support both public safety
and infotainment (information and entertainment) applications.
A large proportion of the messages used in such applica-
tions are delivered through broadcasting. For example, routine
messages1 need to be broadcast to its neighbors periodically
for announcing the state (e.g., location, speed, direction and
acceleration) of a vehicle and emergency messages need to
broadcasted once a vehicle has an emergency (e.g., accident or
hard brake) or making change in moving (e.g., lane changing
and overtaking).

IEEE Standard 802.11p [2] has been ratified as a standard to
provide Wireless Access in Vehicular Environment (WAVE),
recently. It is based on the prioritized Enhanced Distributed
Channel Access (EDCA) protocols and the multi-channel
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1In this paper, we use “periodic message” and “routine message” inter-
changeably.

architecture specified in IEEE 1609.4 [3], which uses one
common Control CHannel (CCH) for signaling and safety-
crucial data exchange and up to six Service CHannels (SCHs)
for non-safety (e.g., comfort and infotainment) data exchanges.
Periodical and synchronous switching between CCH and SCH
is mandatory for a single-radio device. In WAVE, there are two
types of WAVE device, On-Board Unit (OBU) and RoadSide
Unit (RSU). The OBU is a communication equipment that is
mounted on a mobile vehicle. The RSUs are connected to a
wired infrastructure network and are located at fixed places on
a road. The IEEE 802.11p and IEEE 1609.4 standards describe
the Medium Access Control (MAC) and physical layer (PHY)
protocols for the Vehicle-to-Vehicle (V2V) communication
among OBUs and the Vehicle-to-Infrastructure (V2I) commu-
nication between an OBU and an RSU [4].

Safety-related messages are classified into periodic and
emergency ones. In general, periodic messages are generated
every 300 msec to broadcast a vehicular status. Emergency
messages, that are generated asynchronously, have to be broad-
cast within 100 msec with more than 99% of its reliability.
The current draft of IEEE 802.11p [2] and most of other
MAC protocols cannot meet the strict requirement of reliability
latency for safety-related communication applications due to
the lack of strict guarantees for the safety related message
transmissions using the conventional EDCA MAC protocols.
Despite recent researches which use the EDCA to consider the
priorities among messages in VANETs [4]–[10], to the best
of our knowledge, there does not exist a rigorous, analytical
study which jointly considers emergency and periodic message
transmissions at CCH in one framework under the alternating
channel switching. The main contributions of our work are
summarized as follows:

(i) First, to guarantee the strict reliability and latency require-
ments, we adopt the modified EDCA MAC protocols,
e.g., one in [10] to give the strict higher priority for
emergency messages than others. Based on this MAC, we
consider a method based on D/M/1 queueing model for
the periodic broadcast and construct a coupled Markov
chain for these two message transmissions because they
are correlated by sharing a common channel in VANETs.

(ii) Second, we formulate an optimization problem that re-
quires to jointly characterize successful delivery proba-
bility and average delay of those two types of messages.
Our characterization of these measures using the modeled
embedded Markov chain enables one to easily find the
right protocol parameters that satisfy given requirements
of emergency and periodic messages, providing a useful
engineering value in running the MAC protocol over
vehicular networks.
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(iii) Third, the performance of our MAC protocol is veri-
fied through numerical studies and simulations. These
results show that our MAC outperforms compared to
conventional EDCA MAC in VANETs for the emer-
gency message. For guaranteeing the maximum success-
ful transmission probability for the periodic message, we
obtain optimal parameters on the formulated optimization
problem by numerically. We believe that this will be a
guideline how to choose the parameters in practice.

Related Works. There have been extensive researches on the
analysis of broadcast services in DSRC. In [6], the authors
suggested a performance analysis of broadcast messages in
VANET safety applications. They also considered emergency
and routine message transmissions but they assumed that these
two messages are independent so they modeled this by two
independent M/G/1-like processes, which does not clearly hold
in practice, because if the channel is occupied with routine
messages, the emergency messages can not be transmitted
immediately. The authors in [5] proposed a model only for
periodic messages, by using a D/M/1 queueing system, where
they obtained a collision probability of periodic messages,
a buffer empty probability and a sojourn time of periodic
message, respectively. In [8], the authors proposed a design of
a robust broadcast scheme for VANET safety-related services
with its analysis. In particular, they proposed and justified an
effective solution to the design of the control channel in DSRC
with three levels of safety-related broadcast services that are
critical to most possible safety applications. Furthermore, they
constructed an analytic model to evaluate the reliability and
the performance of one-hop and multi-hop IEEE 802.11-based
broadcast for the safety-related services under harsh wireless
communication environments. In that model, they used the
distance-based scheme and the random accessing delay (RAD)
scheme to give a high priority and to avoid collision. How-
ever, those three levels of safety-related messages are also
modeled independently which is not practical. The authors
in [4] considered a multi-radio setup so as to remove the
need of alternatively multi-accessing the channel due to the
dedicated radio for safety messages to guarantee the high
success probability. However, there still remains a cost issue
for equipping all vehicles with multiple radios.

II. MODEL AND GOAL

A. Network, Channel and Traffic

We consider a one-dimensional VANETs model, where con-
sists of a collection of statistically identical vehicles randomly
located on a line. This is popularly adopted for mathemat-
ical tractability, being a good approximation of VANET on
highway when the distances between lanes on highways are
negligible, compared with the length of those [8]. We assume
that there are N vehicles each being equipped with a single
radio and they interfere with each other. Note that an RSU can
receive any broadcast message from vehicles since all vehicles
are located within the coverage of RSUs. Hence, to improve
the reliability of the broadcasted messages, we assume that
only an RSU is allowed to sends an Acknowledgement (ACK)
for the emergency message when they are transmitted success-
fully as in [4]. The single-radio environment requires that each
vehicle has to alternatively access the channel between CCHI
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Fig. 1: Safety-related events occur on the alternating channel. (SI:
Synchronization Interval, CCHI: Control Channel Interval, SCHI:
Service Channel Interval.)

and SCHI as depicted in Fig. 1. We denote Tcch and Tsch

by the lengths of CCHI and SCHI, respectively and denote
Tsi = Tcch + Tsch by the length of Synchronization Interval
(SI). Each vehicle generates emergency and periodic messages,
where we assume that emergency messages are generated by
a Poisson process with rate λe, and periodic messages are
generated by a deterministically periodic process with rate
λp = 1/Tp where Tp is the period of the message. We denote
a transmission time of each message x ∈ {e, p} (e:emergency,
p:period) by T x

s for a successful transmission and T x
c for a

collision which are given by{
T x
s = (LH + Lx)/Rcch + SIFS +ACK +DIFS + δ,

T x
c = (LH + Lx)/Rcch + EIFS + δ,

where Rcch is the data rate of control channel, LH , Lp and
Le are lengths of packet header, lengths of periodic message
and of emergency message, respectively. The term ACK is a
transmission time of an ACK message and SIFS, DIFS are the
Short and Distributed Coordination Function (DCF) Interframe
Space durations, EIFS is the Extended Interframe Space time
for the collision of packets, which includes the transmission
time of ACK frame, SIFS and DIFS, respectively and δ is the
propagation delay.

To see the impact of MAC layer issues, we assume that
there are no channel shadowing/ fading and the capture effect
of transmissions. In addition, for guaranteing the transmission
of the safety related messages, we assume that the reservation
for the infortainment message in SCHI start after finishing of
broadcast of safety related messages with the ACK from the
RSU for a successful reservation. Finally, we assume that if
there is no ACK for the reservations of SCH, the safety-related
message can be sent even in the SCHI.

B. Medium Access Control: EDCA-based

1) Conventional EDCA: As a MAC protocol, we consider
a Carrier Sense Multiple Access with Collision Avoidance
(CSMA/CA) that is, if the channel is idle, a node that has
message attempts to transmit this, immediately. If the channel
is busy due to transmission of other message, a node that has
a message waits until the end of broadcasting and begins its
backoff procedure to broadcast its message. To guarantee the
high reliability transmission with fast delivery, it is required
to set a higher priority for the emergency message than that
of the periodic one. In a conventional EDCA MAC protocol,
there are four different Access Categories (ACs) at the MAC
layer [7] where each AC[i] uses a value of Arbitration Inter-
Frame Space (AIFS) to access the channel for its message as
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Fig. 2: Strict priority in IEEE 802.11e EDCA [10].

AIFS[i] = SIFS+AIFSN [i]×σ, i = 0, 1, 2, 3, where σ
is a slot time of idle channel. The high value of i is assigned
to the message with high priority.

2) Modified EDCA (S-EDCA): To guarantee a strict priority
for the emergency message transmission in VANETs, we adopt
a modified version of EDCA which is called by S-EDCA
(Strict EDCA). This is a kind of EDCA such that before it
sends a packet, it first senses the CCH continuously for DIFS
period. If the CCH is idle for this duration, then it transmit the
message, otherwise, the it immediately perform the backoff
procedure after the CCH is detected as busy, by randomly
selecting a backoff counter from the range [0, CW −1] where
CW is a contention window (CW) size for the message. The
ACi decrements the backoff counter whenever it senses that
the CCH is idle and when it senses that the CCH is busy,
it freezes the backoff counter. Lastly, the ACi transmit the
message if its backoff counter reaches zero. In the S-EDCA,
we consider two kinds of ACs with strict priority as follows.
Emergency messages. For the emergency message, we set
AIFSN [1] = σ and from the assumption that the RSU sends
a ACK, if it detect the collision of the message, it doubles its
CW size up to a maximum value CWmax,e with a backoff
stage m as follows:

CWmax,e = 2mCWmin,e, (1)

where CWmin,e is the minimum CW for the emergency mes-
sage. We consider that the emergency message is not dropped
even if there is a collision when it reaches the maximum
backoff stage because it should be transmitted to neighbors.
Hence, at the maximum backoff stage, it chooses the CW
in [0, CWmax,e − 1] uniformly random without doubling.
We assume that a busy tone signal is transmitted with the
emergency message to suspend the backoff procedure of the
period message.
Periodic messages. For the periodic message, we set
AIFSN [0] = AIFSN [1]+CWmin,e to give a strict priority
for the emergency message as in Fig.2. We assume that the
RSU does not send an ACK for the successful broadcast for
the periodic message due to the overhead. Hence, there is no
doubling of contention window which is denoted by CWp.

C. Goal: An Optimization Problem

From the S-EDCA MAC for the emergency message trans-
mission, there can be large performance degradation of the
periodic message transmission if we do not consider how to
choose the control parameters such as m, CWmin,e and CWp.
To handle this, we formulate an optimization problem which
maximizes the successful delivery of the periodic message un-
der strict constraints for the emergency message transmission.
We denote Pse, Psp as the successful delivery probabilities for

the emergency message, periodic message, respectively and
denote De as the delivery delay for the emergency message.
Then, our optimization problem is formulated as follows:

OPT: max
m,CWmin,e,CWp

Psp,

s.t. Pse ≥ ϑ, E[De] ≤ ε. (2)

where ϑ and ε are the thresholds for the successful delivery
probability, average delivery delay E[De] of the emergency
message, respectively.

To solve this OPT, we first need to characterize Pse, Psp

and E[De], respectively. However, it is not easy because these
are correlated each other and there are many parameters such
as message collision probabilities, channel busy probabilities,
and message generation probability, etc for both message
transmissions. To handle these issues, we first construct a cou-
pled Markov chain and obtain stationary probabilities where
are used to characterize the OPT. Using this, we finally find
parameters m, CWmin,e and CWp that solves this OPT.

III. CHARACTERIZATION OF OPT
A. Modeling S-EDCA by a Coupled Markov Chain

In this section, we model a coupled Markov chain for the
two different message transmissions.
Markov chain for the emergency message. Consider that
there are n nodes that have an emergency message to transmit
when the emergency events occur. Let s(t) be the stochastic
process representing the backoff stage for the tagged vehicle
with state space {0, 1, . . . ,m} at time t and let b(t) be the
stochastic process representing the backoff counter with state
space {0,1,...,CWmax,e−1} at time t. Then {(s(t), b(t))| t =
0, 1, 2, ..} be the two dimensional embedded Markov chain
with the state space is Idle ∪ {(i, j) : 0 ≤ i ≤ m and 0 ≤
j ≤ CWi,e − 1} where the ‘Idle’ denotes the idle state in
which the node does not have any packet to transmit and
CWi,e is the CW size at backoff stage i. Hence, we have
CWmin,e = CW0,e and CWmax,e = CWm,e, respectively.

(1) Transition probabilities: The one-step transition proba-
bilities of the Markov chain is as follows. (See [11] for the
detailed diagram.) First, at the backoff stage is zero, we have

P (0, k | Idle) = q/CW0,e, 0 ≤ k ≤ CW0,e − 1,

P (Idle | Idle) = 1− q,

P (0, k | 0, k + 1) = 1− pb, 0 ≤ k ≤ CW0,e − 2,

P (1, k | 0, k) = pb, 0 ≤ k ≤ CW1,e − 1,

P (Idle | 0, 0) = (1− pc)(1− q),

P (0, k | 0, 0) = q(1− pc)/CW0,e, 0 ≤ k ≤ CW0,e − 1,

P (1, k | 0, 0) = pc/CW1,e, 0 ≤ k ≤ CW1,e − 1,

Second, at the backoff stage 0 < i < m− 1,

P (i, k | i, k + 1) = 1− p
′

b, 0 ≤ k ≤ CWi,e − 2,

P (i, k | i, k) = p
′

b, 0 ≤ k ≤ CWi,e − 1,

P (i+ 1, k | i, 0) = p
′

c/CWi+1,e, 0 ≤ k ≤ CWi+1,e − 1,

P (Idle | i, 0) = (1− p
′

c)(1− q),

P (1, k | i, 0) = q(1− p
′

c)/CW1,e, 0 ≤ k ≤ CW1,e − 1.
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E[D1
e ] = (1− pb)[γ + (1− pc)T

e
s + pcE[S]] + pb[(T

e + γ + (1− p
′

c) · T e
s + p

′

c · E[S])], (3)

E[D2
e ] = Tsch/2 +AIFS[1] + (CWmin,e − 1)/2 + (1− p

′

c) · T e
s + p

′

c · E[S]. (4)

1/µ = pschTsch/2 + (1− p̃b)η + p̃b(E[ω] + η). (5)

Finally, at the backoff stage is m, the probability P (m, k |
m, 0) = p

′

c/CWm,e is only changed for the case 0 < i <
m− 1.

(2) Collision and message generation probabilities: Next,
we will explain and derive all the parameters in above tran-
sition probabilities. First, the parameter pc is the collision
probability of the tagged node that broadcasts an emergency
message at backoff stage zaro. Since we assume that there are
n nodes have the emergency messages and N − n periodic
messages, the collision probability of an emergency message
at backoff stage zero is given by

pc = 1− (1− τe)
n−1(1− τp)

N−n, (6)

where τe is the transition probability of emergency message
and τp is the transmission probability of a periodic message.
The term p

′

c the collision probability when the backoff stage
is larger than zero and is given by p

′

c = 1−(1−τe)
n−1 due to

S-EDCA. The probability pb is channel sensed busy at backoff
stage zero, p

′

b is the channel busy probability when the backoff
stage is larger than zero due to transmissions of emergency
messages under the S-EDCA MAC and the parameter q is the
emergency message generation probability, respectively. Due
to the page limit, please see our technical report [11] for the
detail derivations.

(3) Stationary distribution: Consider a stationary distri-
bution of the Markov chain which is denoted by bi,k =
limt→∞ P [s(t) = i, b(t) = k] for each states (s(t), b(t)). Then
it exists from the ergodicity of the model. Based on the nor-
malization of probability, we have

(∑m
i=0

∑CWi,e−1
k=0 b0,k

)
+

bIdle = 1.

Markov chain for the periodic message. For the periodic
message case, we model a similar Markov chain in [5] but dif-
ferent parameters by jointly consideration with the emergency
message transmissions. Please refer [11] for the details of the
Markov chain. Since we assume that there are N − n nodes
have periodic message to transmit, the channel is busy for the
tagged node when the emergency messages are transmitting or
other periodic messages are transmitting in the system. Hence,
the channel busy probability p̃b is given by

p̃b = 1− (1− τe)
n(1− τp)

N−n−1, (7)

which coincides the collision probability for the periodic mes-
sage p̃c of the tagged node. Let bk = limt→∞ Pr[bp(t) = k],
(0 ≤ k ≤ CWp − 1) be the stationary distribution of the
Markov chain then from the normalization of probability and
basic calculations, we obtain all bk.
Coupled transmission probabilities. Since a transmission is
occurred at the backoff counter is zero, the transmission
probability of emergency message τe is given by

τe =
m∑
i=0

bi,0, (8)

and the transmission probability of periodic message is given
by

τp = bo =
2(1− p̃b)(1− pe)

(CWp + 1)(1− pe) + 2pe(1− p̃b)
, (9)

where pe is the probability that buffer is empty. Given a set of
system parameters, the right term of (8) and (9) are a function
of two unknowns τe and τp. As an example, the parameters pc
and p̃b in transition probabilities of each Markov chain involve
the unknown τe and τp as in (6) and (7). Hence, we solve
these nonlinear equations jointly and then finally we obtain
these probabilities, respectively.

B. Delivery Probability and Delay
From the definition of De, we have the successful delivery

probability by Pse = P [De < ϵ] for a target allowed latency
ϵ > 0. From the Poisson arrival process of the message, the
probability that an emergency message is generated during
CCHI is pcch = Tcch/Tsi and SCHI is psch = Tsch/Tsi,
respectively. Based on this, we obtain the following result.

Theorem 1 (Emergency message): For any ϵ > 0,

Pse = P [De < ϵ] ≥ 1− e−
ϵ2

3ME[De] ,

where M = CWmax,e = 2mCWmin,e. The average delay
E[De] is given by

E[De] = pcchE[D1
e ] + pschE[D2

e ], (10)

where E[D1
e ] and E[D2

e ] are average delays when the emer-
gency message is generated during CCHI and SCHI which
are given in (3) and (4), respectively. The term E[S] =

1
1−p′

c

(
E[T e

g ](
∑m

i=0 CWi,e)/m+ T e
c

)
is an average delay af-

ter a collision of the emergency message at backoff stage zero
and γ = AIFS[1] + ((CWmin,e − 1)/2)E[T e

g ].
2

This result indicates that first, if ϵ is large value then
the successful delivery probability increases as we expected.
Second, if the backoff stage m or CWmin,e increases, the
probability of collision for this message decreases but, the
average of delays for both messages increase and vise versa.
Hence, we see a tradeoff issue for choosing them.

Next, we will obtain a result for periodic message trans-
missions. We denote T be the delivery delay for this message
then, we have the following result.

Theorem 2 (Periodic message): The successful delivery
probability and average delay for the periodic message are
given by

Psp = (1− p̃c)pe, E[T ] = 1/µ(1− z),

where p̃c is a collision probability of periodic message which
is given in (7) and pe = 1 − z is the probability that the

2The term E[T e
g ] is a generic slot time of the Markov chain for the

emergency message. See [11] for details.
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message is transmitted within its period, respectively. Further,
z is the solution of z = e−µ(1−z)/λp where µ is given in (5).

In (5), η = (AIFS[0] + ((CWp − 1)/2)E[T p
g ] +T p

s ) is the
time until transmission of the periodic message where E[T p

g ]
is the generic time for this message and E[ω] is the average
suspending duration due to the emergency message broadcast-
ing before the transmission of periodic one which are given in
[11]. This indicates that the service rate of periodic message
can be reduced due to the emergency message transmission
with strict priority in S-EDCA MAC. Due to the implicit form
of the objective function in the OPT, we solve the problem
by numerically in Section V.

IV. PROOF SKETCH OF THEOREMS

A. Proof of Theorem 1

From the constructed Markov chain of the emergency
message, we consider two cases for obtaining the delay De

as follows. First one is a delay during the backoff counter
reduction and the second one is a delay for increasing the
backoff stage. To analyze these, we set Xi be the random
variable which takes one if the message does not transmitted
at backoff stage i successfully, otherwise zero. Next, we set Y i

k

be the random variable which takes one if the sensed channel
is busy at state (s(t) = i, b(t) = k), otherwise zero. Then,
we see that all Xi and Y i

k are independent and the delay
is upper bounded by X + Y where X = T e

∑S
i=0 Xi and

Y = T e
(∑S

i=0

∑CWmax,e

k=1 Y i
k

)
where T e is the transmission

time of the message and S is a stopping time of the backoff
stage. Hence, by using the Chernoff bound, we have

P [De < ϵ] = P [X + Y < (1 + δ)E[De]]

= 1− P [X + Y ≥ (1 + δ)E[De]]

≥ 1− e−
δ2E[De]
3MTe ≥ 1− e−

ϵ2

3ME[De] , (11)

where E[De] is the average delivery delay, δ = ϵ/E[De]− 1
and M = CWmax,e = 2mCWmin,e, respectively. The last
inequality can be obtained by simple algebra. Then, it remains
to obtain E[De] for finishing the proof. To do this, consider
that the total transmission latency De consists of the head-
of-line delay3 and transmission time. From the alternating
channel model, we need to consider following two cases. First,
the emergency event is occurred in the CCHI and second, it is
occurred in the SCHI when it is occupied by transmissions of
infortainment service messages. For the first case, it starts the
backoff procedure immediately to broadcast. However, in the
second case, the node have to wait up to the end of the SCHI
(See Fig.1) and starts the contention in the beginning of the
CCHI. By considering these facts, we first obtain the average
transmission time for the first case E[D1

e ] that consists of head-
of-line delay and transmission time which is given by (3). The
term γ = AIFS[1]+ ((CWmin,e − 1)/2)E[T e

g ] is the time to
transmission of the message when it is successfully broadcast
where E[T e

g ] is a generic time slot at backoff stage one of the
emergency message, T e

s is the successful transmission time
and E[T p,e] is the average transmission time of two types of
messages that are given in [11]. The term E[S] is an average

3We assume the queueing delay is zero due to the highest priority.

ω

max,eCW

Fig. 3: The waiting time of periodic broadcast.

delay until the successful transmission when there is a collision
of emergency message of tagged node at backoff stage zero
which is given by

E[S] =
∞∑
k=0

(p
′

c)
k

(
E[T e

g ]
CWk − 1

2
+ T e

c

)
=

1

1− p′
c

(
E[T e

g ]E[CWe] + T e
c

)
,

where E[CWe] = (
∑m

i=0 CWi,e)/m. Next, we obtain the
average delay for the second case E[D2

e ] that the message
is occurred in SCHI given in (4) where E[△] = Tsch/2 is the
average delay in SCH interval (See Fig. 1) with the length of
SCH interval Tsch. Finally, we obtain the average transmission
latency for the emergency message by (10) and this completes
the proof of Theorem 1.

B. Proof of Theorem 2
The successful delivery is occurred when there is no colli-

sion with other transmission with the message is broadcasted
within Tp. The probability p̃c can be obtained from (7) hence it
remains to obtain the probability pe. To obtain this, let Tw and
Ts be the waiting time of a periodic message in the queue and
the service time for this message, respectively and we assume
that the service time Ts has an exponential distribution with
the probability density function fs(t) = µe−µt, where µ is the
average service rate. Since the emergency message has higher
priority than the periodic message, we need to consider the
waiting time for the periodic message transmission due to the
emergency messages transmissions due to the strict priority
and it is denoted by ω (we call ω by blocked period as in
Fig.3). If there are no emergency message transmissions during
an interval CWmax,e, the vehicles that have a periodic mes-
sage resume the backoff procedure after AIFS[0]. Using these
facts, we obtain the average service rate of periodic message
as (5) where θ is the delay due to SCHI with the expectation
E[θ] = Tsch/2, the time until transmission of the periodic
message η = (AIFS[0] + ((CWp − 1)/2)E[T p

g ] + E[T p
s ])

where E[T p
g ] is the generic time for this message and E[ω] is

the average suspending duration for the periodic broadcasting
due to the emergency message broadcasting which are given
in [11]. From the D/M/1 queueing system [12], the probability
density function of waiting time in the queue is

fw(t) = (1− z)δ(t) + µz(1− z)e−µ(1−z)t, (12)

and z is determined by the following relation z = A∗[µ(1 −
z)] = e−(µ−µz)/λp = e−(1−z)/ρ, where ρ = λp/µ and note
that z has the only solution in (0,1) when ρ < 1. From similar
approach in [5], we obtain the probability that the buffer is
empty by

pe = Pr[T < Tp] =

∫ Tp

0

µ(1− z)e−µ(1−z)tdt = 1− z,
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Fig. 4: Simulation results for two performance metrics. (EM: Emer-
gency Message, PM: Periodic Message, A: Analysis, S: Simulation.)

where T = Tw + Ts is the total transmission delay of
the periodic message. Using this and (7), we finally obtain
the successful delivery probability Psp in the theorem. The
derivation for the E[T ] will be given in [11] due to the space
limit and this completes the proof of Theorem 2.

V. NUMERICAL AND SIMULATION RESULTS

We use MATLAB to obtain the numerical and simulation
results. In order to investigate the impact of node density,
we vary the number of vehicles from 50 to 200. We assume
that wireless channel is ideal without fading and shadowing.
Hence, a packet will be lost due to only MAC layer issues. We
ran 300 simulations with different random seeds for each case,
and averaged the results. For our study, we compare S-EDCA
to the conventional EDCA MAC that are defined in the IEEE
802.11p [7] with two highest access categories for emergency
message and the periodic message, respectively.

Set-up. We set Tp = 300ms, λe = 5 (message/sec) and
Rcch = 6 Mbps for our numerical study. Note that if the
number of vehicles is 200 then we set N = 200 and the
number of emergency message is given by λeN , respectively.
Other parameters are given in [11].

Successful delivery probabilities and average delays. First,
to obtain the performance measures for each message trans-
mission, we set CWmin,e = 8, m = 5 and CWp = 24,
respectively. In Fig. 4(a), we see that the successful delivery
probability for the emergency message of S-EDCA is higher
than that of conventional EDCA MAC. Furthermore, even
thought the probability decrease when the number of vehicles
increase up to 200 vehicles, our S-EDCA guarantees more than
90 % of successful transmission for the emergency message
whereas the conventional one has the fragile for the large num-
ber of nodes due to many contentions. As shown in Fig. 4(b),
we see that the average delay for the emergency message
of S-EDCA is less than that of conventional EDCA MAC
because the S-EDCA suspend other transmissions when there
is an emergency event and only they perform the competition
whereas conventional one does not.

Optimal parameters. Due to the performance degradation
of periodic message to guarantee the emergency message
transmission, we obtain optimal parameters m, CWmin,e

and CWp that maximize the successful delivery probability
of periodic message with the constraints for the emergency
message transmission (ϑ = 0.99 and ε = 100ms.) in Fig 5.
We see that the probability Psp is unimodular with respect
to CWmin,e and CWp for a given m by numerically in
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Fig. 5: Optimal parameters in OPT with ϑ = 0.99 and ε = 100ms
under N = 100, respectively.
Fig 5(a). Further, we obtain the combinations which achieve
the maximum Psp for each 1 ≤ m ≤ 8 in Fig 5(b).
These results give a guideline how to choose the parameters
properly when these two kinds of messages are correlated each
other. For example, in our basic numerical setting, the tuple
of parameters (m,CW0,e, CWp) = (5, 8, 24) is optimal to
maximize Psp. VI. CONCLUSION

In this paper, we consider a performance analysis and an
optimization problem of safety related message transmissions
in VANETs. Due to the strict requirements of emergency
message for the reliable transmission with lower delay, we use
a strict EDCA MAC protocol and analyze it by using a coupled
Markov chain. We obtain successful delivery probabilities and
average delays for the two kinds of message transmissions and
validate this by simulations. Further, due to the degradation
of performance of period message transmission in our MAC,
we formulate an optimization problem for choosing proper
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